# Bilag 2: Partnerens løsningsbeskrivelse

## Partnerens løsningsbeskrivelse på Oppdragsgivers behovsbeskrivelse i bilag 1

## Konsept

*[Partner fyller inn som del av sitt tilbud]*

## Løsningsbeskrivelse

## Svar behovsmatrise

*[Partner fyller inn svar på B01 – B16 som del av sitt tilbud. Svar nummereres i henhold til nummerering i behovsmatrisen i bilag 1]*

## Svar - hvordan oppnå ønsket resultat og effekt

[Partner fyller inn som del av sitt tilbud]

## Svar - beskrivelse av hvordan oppdragsgiver behov vil dekkes

[Partner fyller inn som del av sitt tilbud]

## Beskrivelse av utviklingsløpet

**Fase 1**

*[Partner fyller inn som del av sitt tilbud]*

**Fase 2**

*[Partner fyller inn som del av sitt tilbud]*

**Fase 3**

*[Partner fyller inn som del av sitt tilbud]*

## Minstekrav til den tilbudte løsningen/tjenesten

Løsningen/tjenesten som skal utvikles gjennom innovasjonspartnerskapet skal oppfylle følgende minstekrav:

|  |  |  |  |
| --- | --- | --- | --- |
| Nr. | Oppdragsgivers minstekrav | Partnerens bekreftelse på oppfyllelse av minstekrav (JA/NEI) | Partnerens beskrivelse av hvordan kravet oppfylles eller er tenkt oppfylt |
| 1 | Løsningen skal være innovativ eller en eksisterende løsning som tilpasses et nytt bruksområde. | *[Partner fyller inn som del av sitt tilbud] JA/NEI* | *[Partner fyller inn som del av sitt tilbud]* |
| 2 | Løsningen må kunne håndtere ombruksmaterialer fra fem ulike bygningsdeler (to siffernivå) i hvert av kategorier 2, 3 og 7 iht. NS 3451 og to møbelkategorier. | *JA/NEI [fyll inn]* | *[fyll inn]* |
| 3 | Løsningen må kunne håndtere minimum 20 brukere per lisensholding virksomhet hvert år. | *JA/NEI [fyll inn]* | *[fyll inn]* |
| 4 | En løsning hvor oppdragsgiver og følgepartnere beholde eierskap av data fra egne bygg. | *JA/NEI [fyll inn]* | *[fyll inn]* |
| 5 | Arbeidsspråk i løsningen må være norsk, med korrekt bruk av norsk fagterminologi gjeldende i byggebransjen. | *JA/NEI [fyll inn]* | *[fyll inn]* |
| 6 | Løsningen må ivaretar og være i tråd med lover, forskrifter og regler, herunder plan og bygningsloven, personopplysningsloven og det til enhver tid gjeldende regelverk om informasjonssikkerhet. | *JA/NEI [fyll inn]* | *[fyll inn]* |
| 7 | Løsningen må oppfylle krav om universell utforming. | *JA/NEI [fyll inn]* | *[fyll inn]* |
| 8 | Partneren skal ivareta drift- og vedlikehold av løsningen. | *JA/NEI [fyll inn]* | *[fyll inn]* |

Ved behov for mer utfyllende tekst, kan tilbyder legge til et vedlegg og spesifisere til nummerering av minimumskrav i besvarelsen.

**Åpenbare feil, mangler eller uklarheter i Oppdragsgivers behovsbeskrivelse (bilag 1):**

Partnerens svar: *[Partner fyller inn som del av sitt tilbud]*

## Punkter i avtalen som skal fylles ut eller kan endres i bilag 2

## Avtalens punkt 5.1 Partnerens ansvar for sine ytelser

Behov for oppgradering av Oppdragsgivers tekniske plattform:

Partnerens svar: *[Partner fyller inn som del av sitt tilbud]*

Standardprogramvare som er omfattet av leveransen som må leveres under standard lisensbetingelser og avtalevilkår:

Partnerens svar: *[Partner fyller inn som del av sitt tilbud]*

Avvik mellom lisensbetingelsenes bestemmelser om disposisjonsrett og denne avtalens bestemmelser om disposisjonsrett:

Partnerens svar: *[Partner fyller inn som del av sitt tilbud]*

## Avtalens punkt 6.1 Oppdragsgiverens ansvar og medvirkning

Behov for oppgradering av Oppdragsgivers tekniske plattform og fysiske infrastruktur med krav til medvirkning fra Oppdragsgiveren:

Partnerens svar: *[Partner fyller inn som del av sitt tilbud]*

## Avtalens punkt 9.1 Eksterne rettslige krav og tiltak generelt

Partners beskrivelse av hvordan løsningen ivaretar Oppdragsgivers eventuelle rettslige eller partsspesifikke krav:

## Eksterne rettslige krav

|  |  |  |
| --- | --- | --- |
| **Krav nr** | **Partnerens bekreftelse på oppfyllelse av minstekrav (JA/NEI)** | **Partnerens beskrivelse og dokumentasjon av hvordan kravet skal oppfylles** |
| *1 - Tilbyder skal overholde de til enhver tid gjeldende offentligrettslige regler om utførelsen av oppdraget* | *[Partner fyller inn som del av sitt tilbud]* | *[Partner fyller inn som del av sitt tilbud]* |
| *2 - Utviklet løsning skal tilfredsstille de til enhver tid gjeldende offentligrettslige regler for løsninger det er relevant å sammenligne løsningen med.* |  |  |

## Avtalens punkt 9.2 Informasjonssikkerhet

Partners beskrivelse av hvordan løsningen ivaretar informasjonssikkerhet og krav til dette slik det følger av bilag 1:

## Informasjonssikkerhet

|  |  |  |
| --- | --- | --- |
| **Krav nr** | **Partnerens bekreftelse på oppfyllelse av minstekrav (svares ut med JA/NEI)** | **Partnerens beskrivelse og dokumentasjon av hvordan kravet skal oppfylles** |
| 1 - Alle som har digitale løsninger i offentlig sektor skal tilse at deres leverandører også har styringssystem for informasjonssikkerhet. Kravet skal sikre at leverandør har et helhetlig og aktivt forhold til informasjonssikkerhet. Styringssystemet vil diktere at leverandør involverer ledelsen, gjennomfører risikovurderinger og implementerer sikringstiltak.  Beskriv styringssystemet og hvordan dette implementeres i prosesser som inngår i leveransen. | *[Partner fyller inn som del av sitt tilbud]* | *[Partner fyller inn som del av sitt tilbud]* |
| 2 - Leverandør skal dokumentere sin sikkerhetsorganisasjon. Dokumentasjonen skal inkludere oversikt over personell med tilhørende rollebeskrivelser og ansvar.  Beskriv sikkerhetsorganisasjonen inkludert oversikt over personell, rollebeskrivelser, ansvar og kontaktinformasjon. |  |  |
| 3 - Tjenesten skal utvikles etter sikker utviklingsmetodikk. Kravet skal sikre at leverandør har fokus på informasjonssikkerhet og innebygget personvern gjennom hele utviklingsløpet.   Beskriv hvordan informasjonssikkerheten og innebygget personvern blir ivaretatt i utviklingsprosessen, inkludert rammeverk for sikkerhets- og sårbarhetstesting og kvalitetssikring av tredjeparts kodebibliotek. |  |  |
| 4 - Leverandør skal beskrive hvilke underleverandører som brukes, og hvilke roller og oppgaver de har i forbindelse med leveransen. Kravet skal sikre at kunden har kontroll på hvem som er involvert i behandlingen av kundens data. Der personopplysninger overføres, skal dette innlemmes i databehandleravtalen. Det er kundens databehandleravtale som er førende.  Der data overføres til land utenfor EØS-området skal det i tillegg sikres med ytterligere avtaler og vurderinger. Kunden må sikre et gyldig overføringsgrunnlag.   Beskriv bruk av underleverandører, deres roller og oppgaver, samt hvordan underleverandør ivaretar informasjonssikkerheten der det er relevant. |  |  |
| 5 - Kunden skal kunne gjennomføre sikkerhetsrevisjon av leverandøren eller dens underleverandør, enten selv eller gjennom tredjepart.  Beskriv hvordan kunden kan initiere sikkerhetsrevisjon av leverandør og dens underleverandører. |  |  |

## Avtalens punkt 9.3 Personopplysninger

Partneren skal beskrive hvordan Partneren gjennom sin løsning ivaretar personopplysninger og krav til dette slik det følger av bilag 1 her.

Partnerens svar: *[Partner fyller inn som del av sitt tilbud]*

## Avtalens punkt 10.3.1 Generelt om fri Programvare

## Beskrivelse av navn på fri programvare som benyttes i leveransen:

|  |
| --- |
| **Navn på fri programvare** |
| *[Partner fyller inn som del av sitt tilbud]* |
| *[fyll inn]* |

## Avtalens punkt 10.3.4 Virkninger av videredistribusjon av fri Programvare

Partneren bes beskrive om det er andre deler av leveransen som vil bli omfattet av vilkårene i en fri programvarelisens: *[Partner fyller inn som del av sitt tilbud]*

## Avtalens punkt 10.3.5 Partnerens ansvar for rettsmangler ved fri programvare

Partneren bes om å fylle ut dersom det er programvare som krenker eller av noen hevdes å krenke tredjeparts opphavsrett: *[Partner fyller inn som del av sitt tilbud]*

## Avtalens punkt 10.3.6 Oppdragsgivers ansvar ved krav om bruk av fri programvare

Partneren bes om å fylle ut dersom det er programvare som er uegnet til å oppfylle Oppdragsgivers krav: *[Partner fyller inn som del av sitt tilbud]*